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 Abstract— The Bank Account Management System is an application for maintaining a person's account 

in a bank. In this paper we have present the working of a banking account system and cover the basic 

functionality of a Bank Account Management System. To develop a project for solving financial 

applications of a customer in banking environment in order to nurture the needs of an end banking user by 

providing various ways to perform banking tasks. Also to enable the user’s work space to have additional 

functionalities which are not provided under a conventional banking project. The proposed bank Account 

Management System is based on relevant technologies. It also contains advanced C++ graphics to make it 

more appealing. We will be providing password encryption on the server side as well for enhanced security 

to avoid data theft. 
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I. INTRODUCTION 
 

In this paper, we have present the client-server based banking management system which is designed in DEV IDE and 

programming in C++ along with the basics of socket programming for connectivity between the servers and various 

clients. The server and client can be connected through IP addresses. We have install the server and client on the same 

computer and connect them using Local Host Loopback IP address. The server can also be loaded into one system and 

the clients into multiple systems and connected together using Local Area Network (LAN).The server can then be put 

into “passive open” mode by entering 0.0.0.0 as the IP address. The server then can listen to any client, which is in 

“active open” mode connected in the LAN by entering the respective IP address. 

The banking system is to provide basic functionalities like opening account, deleting account, debit, credit and third party 

transfers etc. along with password encryption on server side for enhanced security. It contains advanced C++ graphics to 

make it more user friendly and convenient. 

The benefit of client-server system is that even if we completely close the program and then run the program again and 

login into our account our account will still be present and we can do the transactions. So it can be used multiple number 

of times. 

II. SYSTEM MODEL 
 

In this section we have discussed the system model of client-server application with database. We have also discussed the 

flowchart of the client-server application involving sockets.  

 

A. Client-Server Application System Model 

Figure 1 shows the basic client server application with database model [1,2,3]. The client-server management system is 

widely used in today’s world. In this system, firstly the server is configured in a “passive open” mode. It means that the 

server is ready to connect to any client in any network. The client which is in “active open” mode, now gets connected to 

the server by entering the IP address[4,5,6]. After the request is sent to the server, it sends this data to the database to 

confirm the essential credentials. After confirming, the database server sends the result to the server. The server then 

searches for the information which the client is seeking for and then sends the data to the client.  

  

 
Fig. 1 System Model of a Client Server Application with Database 
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B. Client-Server Application Flowchart 

Figure 2 shows the flowchart of client-server application with socket involvement [7,8]. The client first creates socket 

and then binds sockets to port. Then it sends the connect request to server and waiting server to respond. This is called  

“active open” mode. At the other end, the server creates a socket and binds socket to port. It continuously listens to the 

clients. This is called “passive open” mode [9,10]. The client traffic slowly lines up in the buffer to be accepted by the 

server. Finally, a client is able to connect to the server. Once the connection is established, they can simultaneously 

transmit and receive information. After this is completed, the connection is terminated. Then the request from other client 

is accepted and it is served. 

 
Fig. 2 Flowchart of client server application involving sockets 

 

III. SIMULATION RESULTS 

 

In this section, we have discussed the various simulation results at client as well as server side. We have shown the 

demonstration of the software at client and server sides. 

 

A. Simulation output at Client side  

Figure 3 shows the client window. It contains a welcome message to the app for the users. It contains date and time at the 

upper right corner. It contains basic operations like creating new account, logging into account, information about 

application and one option to exit the program and then it asks the user to enter their choice. 

 
 

Fig. 3 Opening Window of Application ( Client Side ) 

 

Figure 4 shows the window comes after entering the correct credentials and getting logged in successfully at the client 

side. It consists of date and time at upper right corner along with the name of account holder at center. It consists of basic 

banking functionalities like checking the details; withdraw money, deposit money, transfer money, editing details, 

deleting account permanently and logging out option. Then it asks for the user choice. 
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Fig. 4 Window after logging in successfully 

 

B. Simulation output at Server Side 

     Figure 5 shows the simulation output at server side. First the socket creation is successful. In this the client and server 

are in the same system and that is the reason we used the loopback IP address (127.0.0.1). The socket is binded and then 

it waits for the client to get connected to it. Once the connection is successful, it waits for the choice from the user. In this 

case, the choice entered is 2(Create Account). The information is entered at the client side. A random 10 digit account 

number is allocated to the client. The data entered by the client, except password, is reflected at the server end and is 

stored in a file “BANK”. 

 

 
 

Fig. 5 Server side window after successful creation of account and account number generation 

 

Figure 6 also shows the window at the server end. In this case the user has entered option 1 (Login Account) at the client 

side. And then the user enters the account number and password. This account number and password is checked in the 

database and if they match and are valid, the server displays “Match Found” and then displays the information and then 

we are able to do all functionalities. 
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Fig. 6 Window after logging into account ( the details are checked in database ) and displayed at server end 

 

IV. CONCLUSIONS 
 

We have a dynamic looking and an interactive Banking Management System. We have implemented encryption of 

password at the server end to provide more security. We have further explored the likes of advanced C++ and Windows 

Socket Programming and have good command over them at the end of the project. The GUI can further be enhanced by 

using JAVA or PYTHON. It can be used in making payments if security is enhanced and linked to bank or for digital 

currencies. It can further be extended to system like Library management systems, Canteen management systems and 

Attendance systems. For more security, encryption algorithms can be used. The databases like mySQL or MongoDB or 

Oracle can also be used to store the data in an organized manner. 
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